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‘Children have the right to enjoy childhood online, to access 
safe online spaces, and to benefit from all the opportunities 

that a connected world can bring to them, appropriate to 
their age and stage.’

Education for a Connected World



What is Online Safety?

It focuses specifically on eight different aspects of online 
education:
 
1. Self-image and Identity 
2. Online relationships 
3. Online reputation 
4. Online bullying 
5. Managing online information 
6. Health, wellbeing and lifestyle 
7. Privacy and security 
8. Copyright and ownership



Where to start?

https://www.internetmatters.org/
https://www.childnet.com/parents-and-carers/
https://beinternetawesome.withgoogle.com/en_uk/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/
https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/
https://www.thinkuknow.co.uk/
https://www.commonsensemedia.org/
https://nationalonlinesafety.com/
https://www.bbc.com/ownit


Where to start?



Stay S.M.A.R.T



Age Ratings

13 year olds and upwards

● Age ratings are useful to help 
you decide what is 
appropriate for your child. 

● You are probably familiar 
with the age ratings used for 
films, but apps and games are 
rated differently and there is 
lots more to consider. 

● Some ratings give a minimum 
age, some use categories 



Age Ratings

16 year olds and upwards

The different ratings / classifications that you might 
see:

● The app developers rating
A self-review by the app developer of what age they would recommend 
users should be to use their app.

● Apple app store
A rating given by Apple based on information provided by the developer 
on several factors including sexual content or violence.

● Google play store
Ratings by Google to help users identify content that isn’t suitable, based 
on a questionnaire filled in by the developer.

● Amazon app store
Amazon only accepts family friendly apps, based on developer 
information, and rates with categories such as parental guidance.

● PEGI ratings
PEGI ratings are based on details supplied by the developer on several 
factors including violence, sex and bad language.



Age Ratings

Not suitable for under 18 year olds



Where can you go for help and guidance?

https://www.internetmatters.org/
https://www.childnet.com/parents-and-carers/
https://beinternetawesome.withgoogle.com/en_uk/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/
https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/
https://www.thinkuknow.co.uk/
https://www.commonsensemedia.org/
https://nationalonlinesafety.com/
https://www.bbc.com/ownit


Be Internet Legends



Internetmatters.org

https://www.internetmatters.org/parental-controls/


Internetmatters.org

https://www.internetmatters.org/advice/


Internetmatters.org

https://www.internetmatters.org/issues/


Internetmatters.org

https://www.internetmatters.org/resources/apps-guide/


Common Sense Media

https://www.commonsensemedia.org/
https://www.commonsensemedia.org/


National Online Safety



Childnet



Education from the National Crime Agency

The National Crime Agency's CEOP Education team aim to help 
protect children and young people from online child sexual abuse.



Education from the National Crime Agency

The National Crime Agency's CEOP Education team aim to help 
protect children and young people from online child sexual abuse.

https://www.thinkuknow.co.uk/parents/


Education from the National Crime Agency

https://www.thinkuknow.co.uk/4_7/


Other Supporting Websites

https://www.nspcc.org.uk/keeping-children-safe/online-safety/talking-child-online-safety/


How can you help at home?

● Know that we all play a part and have a responsibility to keep our 
children safe online. 

● Ensure parental controls are set-up and appropriate for your 
child’s age.

● Talk to your children openly about online safety.
● Be a good digital role-model. 
● Always consider the risks for your child - what could they see? 

Who might they speak to? How might they behave?
● Don’t allow your child to use an app or game that is not 

appropriate just because everyone else is - follow your instincts.
● Monitor their usage. 
● Get advice when you need it. 



Questions?

Are there any questions. 

These could be about sites you have heard about or any of the 
subjects I have covered in this session. 

Alternatively, if you would like to have a more discreet 
conversation I am happy to chat with you at a later date. 


